@@ BRITISH Agreement for the purchase of
@@ COUNCIL professional or consultancy services for
Communications Strategy Services with

XXXX

The British Council: THE BRITISH COUNCIL, incorporated by Royal Charter and
registered as a charity (under number 209131 in England & Wales
and number SC037733 in Scotland), with its principal office at 1
Redman Place, Stratford, London E20 1JQ operating through its
local office at British Council Indonesia located on 9" Floor, Office
8 Building SCBD JI Jend Sudirman Kav. 52-53 (JI. Senopati Raya
No. 8B) Jakarta 12190

The Supplier: XXXXXXX

Date: XXXXXXX

This Agreement is made on the date set out above subj t in the schedules
listed below which both the British Council and bserve in the
performance of this Agreement.

The Supplier shall supply to the British Council, an
the services and the related goods (if any) described in
of this Agreement.

and/or Schedule 2 on the terms

Schedule 1
Schedule 2
Schedule 3
Schedule 4
Schedule 5

NamMe: | e SIgNAture: | e

POSItION: | oo,
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@@ BRITISH Agreement for the purchase of
@@ COUNCIL professional or consultancy services for
Communications Strategy Services with

XXXX

Signed by the duly authorised representative of XXXXXXXX

NaME: | e Signature: |

POSIION: | e
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Schedule 1

Special Terms

Terms defined in this Schedule 1 shall have the same meanings when used throughout this
Agreement.

In the event of any conflict between the terms set out in the various Schedules, the Schedules shall
prevail in the order in which they appear in the Agreement.

For the purposes of the Project and the provision of the Services and any,Goods, the terms of this
Agreement shall prevail over any other terms and conditions issued by itish Council (whether
on a purchase order or otherwise).

1 Commencement Date and Term
1.1 This Agreement shall come into force on 25 Aug encement Date”)
and, subject to paragraph 1.2 below, shall conti ntil 31 October

2023 with possibility to continued until 31 M

1.2 Notwithstanding anything to the contrary e
shall be entitled to terminate this Agreement b ' ss than 30 days’ written notice
on the Supplier.

2 End Client
2.1 Not Applicable

3 Locations

3.1 ervices in Thailand and Indonesia and such

he parties in writing from time to time (the

equired

the following persons in the provision of the Services: xxxxx (the

For the purpo clause 33 of Schedule 4, notices are to be sent to the following

addresses:
To the British Council To the Supplier
The British Council [Insert address]

" . .
9" Floor, Office 8 Building [Attention: insert name and job
JI. Jend Sudirman Kav 52-53 (JI. Senopati title]

Raya No. 8B) Jakarta 12190
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Attention:

Country Director Indonesia & South East
Asia Lead (Summer Xia)

Technical Lead ASEAN (Promoting
Women and Girl’s Education in ASEAN)
(Ewan Macrae)

Email: Email: xxxxx

ewan.macrae@britishcouncil.org

7 Insurance Requirements

7.1 The Supplier shall take out and maintain durin utable insurance

company the following cover types with the foll
Insurance Cover Indemnity Li
Employer’s liability In line with appro

Public liability nd in the aggregate (annual total

Professional indemnity

Travel Insurance

8
8.1 ours” and “Working Days” shall mean 9
. Working hours may be mutually agreed
9
10 ill apply in addition to clauses 16.1 to 16.13 (Data Processing)

Clause 16.15 app ocessing of Personal Data that takes place in any country or territory
that is not within the United Kingdom (UK), the European Economic Area or any country deemed to
provide an adequate level of protection under Article 45 of the EU GDPR and Article 45 of the UK
GDPR. Clause 16.14 also applies to this clause.

“16.15 The Supplier and the British Council shall:

16.15.1 comply with the provisions of Schedule 5, Part B in relation to all relevant
Personal Data identified in, and on the basis of the information set out in,
Schedule 5, Parts A, B and C in order to provide an appropriate safeguard for
that transfer in accordance with Article 46 of the UK GDPR; and
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16.15.2 comply with the provisions of Schedule 5, Part C in relation to all relevant
Personal Data identified in, and on the basis of the information set out in,
Schedule 5, Parts A, B and C in order to provide an appropriate safeguard for
that transfer in accordance with Article 46 of the EU GDPR.”
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Schedule 2

Terms of Reference

Position: Communications Strategy Adviser
Programme: Promoting Women'’s and Girls’ Education in ASEAN

Requirement: Communications consultancy service for Inception Phase of Promoting Women and
Girls’ Education in ASEAN.

Period of consultancy: August 2023 to March 2025 (including
to October 2023).

in Inception Period (August

1. Overview of the British Council

The British Council supports peace and prosperity b
between people in the UK and countries worldwid

ing connections, u anding and trust

We uniquely combine the UK’s deep expertise i
language, our global presence and relationships in o
young people and influencers and our creative sparkle.

re, education and the English
ntries, our unparalleled access to

ce and connections to transform
pport them to build networks
on and to gain internationally

We work withepegple in ov [ itories and are on the ground in more than 100
countrie Ve rea

nications expert for the inception phase and Phase 1 of
ducation in Southeast Asia, a programme funded by the Foreign,
Office.

3. The program

Promoting Women and“Girls’ Education in Southeast Asia is the first in a series of new ASEAN-UK
programmes designed to deliver on UK commitments as an ASEAN Dialogue Partner and is part of
the UK’s renewed effort to prioritise educating girls, as set out in its Women and Girls Strategy.

This five-year programme, worth up to £30m, and funded by the Foreign, Commonwealth &
Development Office (FCDO), aims to promote the education in ASEAN by helping to improve the
learning outcomes, agency and freedoms of women and girls and other left-behind groups across the
full range of countries in ASEAN. The programme will focus on four main areas: foundational learning;
out-of-school girls and children with disability; gender barriers to digital skills and employment;
enabling work on educating technology.
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The Foreign, Commonwealth & Development Office (FCDO) is committed to improving the education
outcomes for the most disadvantaged children in the ASEAN region. The ASEAN Community Vision
2025 reiterated the commitment to equitable development and narrowing the development gap.
However, the negative impact of COVID-19 on foundational learners, and on basic education
systems, demonstrates the fragility of any earlier gains in accessibility and education system
development, further underlining the urgency of action. Even before the pandemic, according to the
World Bank, around 53 per cent of children in low and middle-income countries were living in ‘learning
poverty’ i.e., unable to read or write simple text by the age of 10. As the impact of school closures,
lost learning hours, and increased drop-out rates materialise, this figure is expected to rise by another
10 per cent. Hence, the centrality of foundational learning to education programmes, particularly for
girls, becomes critical.

4. Objectives and deliverables

The objective of this assignment is to develop a compre
media and digital strategy to increase awareness and

strategy, including a

edge of the prog

both participatory and consultative.
Key stakeholders, including staff and p in the process of developing the

strategy to enhance ownership. The cons

1. Planning: Initial ince i plogy and approach, timelines, an

outline of key info nlcatlons assessment planning.
2. Situational g itext, summary of the institutional context, key
informant i ‘ ent, stakeholder perception survey, media

akeholder mapping, media mapping, positioning

munication strategy: Identification of the target audiences,
ion objective for each targeted audience, development of key
ommunication channels and strategies to reach the different
aces, identificat of the communication products and activities tailored to each

2, budgets, risk analysis/planning, procedures, cost benefit analysis of the various

M&E framework: Required capacity to implement the proposed

strategy, |nd| of success and means of verification.

The consultant is expected to submit the following deliverables:

» Detailed strategy outline

= Draft strategy

» Final strategy
Cross-cutting issues

In carrying out this assignment, the adviser will ensure particular attention is paid to the following
cross-cutting aspects: gender, disability.
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5. Timing and Resources

The assignment is expected to start in August 2023 and conclude in March 2025:

A maximum of 20 days is assigned for the activity in the Inception Period (ends October 2023).
A maximum of 34 days is assigned for the activity in the post-Inception through to

Implementation Phase (November to March 2025) @2days/month

6. Management Arrangements

The adviser will report to the Team Leader and work closely with relevant
organisations and stakeholders.

7. Payment Schedule

ritish Council staff, partner

Inception Phase: payment shall be processed within 3 deliverables for inception
phase is completed and invoicing documents submi [
Inception and continue to Implementation Pha 2025 (17 months
@2days/month): payment shall be processe rogress of TOR
submitted and accepted by Team Leader ived by British
Council.
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Schedule 3

Charges

The Charges for the Services and/or Goods will be:

XXXXXX

The Charges set out above are an all inclusive fee except for those additional expenses specifically
referred to below, and cover all preparation, report writing and all other work, which is carried out
in[ ]. Itis expected that the Supplier will meet all costs and ex S necessary to provide
the Services under this Agreement, including, but not restricted to; osts of salaries, bonuses,
superannuation medical and travel insurance, insurance for p sessions or of any fees
payable to personnel employed, or engaged by the Supplier: are also deemed to
cover the cost of personal equipment, non-Working Da including clothing,

expenses of whatsoever nature that may be incurr lly provided

the British Council separately in advan

The Charges and allowances (if any) for the S i i d by the British Council and
are fixed for the duration of the Agreement.
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Schedule 4

Standard Terms

Interpretation

In this Agreement:

“‘Background IPR” means any Intellectual Property Rights (other than Project IPR)
belonging to either party before the Commencement Date or not created in the course of or
in connection with the Project;

d other organisations
Isation which Controls the
anisations Controlled by

“British Council Entities” means the subsidiary compani
Controlled by the British Council from time to time, and any.
British Council (the “Controlling Entity”) as well as an
the Controlling Entity from time to time;

“British Council’s Manager’” means the Briti ouncil’'s mana or the Services
appointed in accordance with clause 3.1.1 of Standard Terms;

irements, pol codes of
e Supplier in writing or set out
council.org/partner/international-
address as may be notified to the
ded, updated or supplemented

conduct, guidelines, forms and other docume
on the British Council’'s website at https://

“Confidenti
confidential t to be considered as confidential (however

including information which relates to the

ity to direct the affairs of another party whether by virtue of the
ontract or otherwise (and “Controlled” shall be construed
accordingly

“Deliverables”means all Documents, products and materials developed or provided by the
Supplier as part of providing the Services;

“‘Document” means (whether in hard copy or electronic format) any document, drawing,
map, plan, diagram, design, picture or other image, tape, disk, or other device or record
embodying information in any form including any web page, information portal, “blog”,
online content or electronic file;
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“End Client Agreement” means the agreement (if any) between the End Client (if any) and
the British Council relating to the Project in connection with which the Supplier is providing
its Services as a sub-contractor;

“‘End Client Requirements” means the specific requirements of the End Client (if any),
including the terms of the End Client Agreement, as set out in the Special Terms (Schedule
1), the Terms of Reference (Schedule 2) or as otherwise notified to the Supplier in writing;

‘Environmental Information Regulations” means the Environmental Information
Regulations 2004;

‘Equality Legislation” means any and all legislation, applic
codes of practice relating to diversity, equality, non discrimi
be in force from time to time in England and Wales or i
respect of which, the Supplier provides the Services;

uidance and statutory
and human rights as may
r territory in which, or in

“FOIA” means the Freedom of Information Act legislation made
under that Act from time to time together with i ractice issued

‘Force Majeure Event® means an act, event ident beyond the reasonable
control of the affected party which was not r foreseeable and which is not
attributable to any wilful act, neg i onable preventative action by that
party, including (insofar as beyo L t prejudice to the generality of

the foregoing expression) strikes, S [ disputes, failure of a utility

' otion, malicious damage
volcanic ash, earthg pandemic or other spread of
infectious disea iti f easures to prevent the spread of disease,

nuclear, chemi i i i n, compliance with any law or governmental
eakdown of plant or machinery, fire, flood or

aments” means the requirements to disclose information

tal Information Regulations; and
(© any applicable codes of practice issued under the FOIA;

“Intellectual Property Rights” means any copyright and related rights, patents, rights to
inventions, registered designs, database rights, design rights, topography rights, trade
marks, service marks, trade names and domain names, trade secrets, rights in unpatented
know-how, rights of confidence and any other intellectual or industrial property rights of any
nature including all applications (or rights to apply) for, and renewals or extensions of such
rights and all similar or equivalent rights or forms of protection which subsist or will subsist
now or in the future in any part of the world;

Last updated: 27 March 2023



“Premises” means, where applicable, the premises or location where the Services are to
be provided, as notified by the British Council to the Supplier;

“Project” means the project in connection with which the Supplier provides its Services as
further described in the Special Terms (Schedule 1) and/or the Terms of Reference
(Schedule 2);

“Project IPR” means all Intellectual Property Rights that arise or are obtained or developed
by either party, or by a contractor on behalf of either party, in respect of the Deliverables in
the course of or in connection with the Project;

‘Relevant Person” means any individual employed or en
involved in the provision of the Services, or any agent or co
Supplier who is involved in the provision of the Services

any);

‘Request for Information” means a request

by the Supplier and
r or sub-contractor of the
es the Key Personnel (if

the supply of the S - hesubject of a separate agreement
between the pa

1.2.2 a reference to a statute or statutory provision is (unless otherwise stated) a
reference to the applicable UK statute as it is in force for the time being, taking
account of any amendment, extension, or re-enactment and includes any
subordinate legislation for the time being in force made under it;

1.2.3 where the words “include(s)” or “including” are used in this Agreement, they are
deemed to have the words “without limitation” following them, and are illustrative
and shall not limit the sense of the words preceding them;
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2.2

2.3

24

2.5

2.6

124 without prejudice to clause 1.2.5, except where the context requires otherwise,
references to:

0] services being provided to, or other activities being provided for, the
British Council;

(i) any benefits, warranties, indemnities, rights and/or licences granted or
provided to the British Council; and

(iii) the business, operations, customers, assets, Intellectual Property
Rights, agreements or other property of the British Council,

shall be deemed to be references to such es, activities, benefits,
warranties, indemnities, rights and/or licence provided to, or property
belonging to, each of the British Council an ouncil Entities and this
Agreement is intended to be enforceabl [

1.25

1.2.6

with, and complete and return any forms or reports from time to
time re h Council Requirements.

Where applicable, the Supplier shall, subject to the prior written approval of the British
Council, appoint or, at the written request of the British Council, replace without delay any
member of the Supplier's Team, each such member to be suitably skilled, experienced and
qualified to carry out the Services. The Supplier shall not, without the British Council’s prior
written consent (not to be unreasonably withheld or delayed), replace any of the Key
Personnel. The British Council acknowledges that the Supplier will have to replace a
member of the Key Personnel where such person leaves the employment of the Supplier,
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in which case the British Council shall have a right of approval over the proposed
replacement (such approval not to be unreasonably withheld or delayed).

2.7 The Supplier shall:

2.7.1 observe, and ensure that, where applicable, the Supplier's Team observes, the
British Council’s Acceptable Usage Policy, Roam User Policy (where access to
the relevant information technology systems has been granted), Information
Security Policy and any applicable security policy or health and safety policy
notified to the Supplier (including such policies as may be applicable at the
Premises) and any reasonable verbal or written ins jons or policies issued
to the Supplier at any time and shall comply with gal requirements of any
country in which the Services are being provi , if the Supplier fails to do
so, the British Council reserves the right to upplier's Team access

to the Premises and/or to suspend the prov vices until such time
as the Supplier (and, where applicab is compliant with
such policies, instructions or requ il shall not be

2.7.2 before the date on which the S : i all times

maintain and comply with all licen nsents required to enable the
relation to the installation of the
nce with this Agreement.

2.8 The Supplier shall not at any time @ ; { nything which damages or
which could reasonab terests or reputation of the British

2.9 [ ] s due to its own illness or injury or the illness

2.10 | reasonable endeavours to ensure that it is available at all times

rovide such assistance or information as the British Council may

2.11 The Supplie Se another person, firm, company or organisation to perform any
administrative, ical or secretarial functions which are reasonably incidental to the
provision of the Services provided that the British Council will not be liable to bear the cost

of such functions.

2.12 Where the Supplier is not an individual, it shall provide one or more Relevant Person(s) to
provide the Services and shall procure that such Relevant Person(s) comply with the terms
of this Agreement to the extent that such terms are applicable to such Relevant Person(s).
Notwithstanding the deployment of any such Relevant Person(s), the Supplier shall remain
wholly liable to the British Council and shall be responsible for all acts and omissions
(howsoever arising) in the performance of the Services. The British Council may, in its
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2.13

2.14

2.15

3.2

4.2

discretion, require the Relevant Person(s) to enter into direct undertakings with the British
Council including with regard to confidentiality and intellectual property.

Nothing in this Agreement shall prevent the Supplier from being engaged, concerned or
having any financial interest in any capacity in any other business, trade, profession or
occupation during the Term provided that such activity does not cause a breach of any of
the Supplier's obligations under this Agreement.

The Supplier shall use its reasonable endeavours to ensure that it does not become
involved in any conflict of interests between the interests of the British Council and/or the
End Client and the interests of the Supplier itself or any client of upplier. The Supplier
shall notify the British Council in writing as soon as is practi ossible of any potential
conflict of interests and shall follow the British Council’'s re le instructions to avoid, or
bring to an end, any conflict of interests. In the event t of interests does arise,
the British Council shall be entitled to terminate this diate written notice.

shall be of satis
ance with this Agree

The Supplier warrants that the Supplier’'s Equi
for the purpose of providing the Services in

quality and fit

The British Council’s Obligations

The British Council shall:

3.1.1 co-operate with the in all matters
and appoint the British
have the authority to rep

to this Agreement; and

ing to the Services and the Goods
ion to the Services, who shall
ay-to-day matters relating

3.1.2 d safety rules and regulations and any other
policies and British Council instructions that

1e country in which the Services are being

if it considers that the British Council is not or
any of the British Council’s obligations, it shall only be entitled
supplier's performance under this Agreement:

tricts or precludes performance of the Services or the
e Goods by the Supplier; and

3.2.2

Status

The relationship of the Supplier to the British Council will be that of independent contractor
and nothing in this Agreement shall render the Supplier or any Relevant Person an
employee, worker, agent or partner of the British Council and the Supplier shall not hold
itself out as such.

This Agreement constitutes a contract for the provision of services and not a contract of
employment and accordingly the Supplier shall be fully responsible for and shall indemnify
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4.3

4.4

the British Council for and in respect of payment of the following within the prescribed time
limits:

42.1 any income tax, national insurance and social security contributions and any
other employment related liability, deduction, contribution, assessment or claim
in any applicable jurisdiction arising from or made in connection with either the
performance of the Services, or any payment or benefit received by the Supplier
(or, where applicable, any Relevant Person) in respect of the Services, where
such recovery is not prohibited by law and the Supplier shall further indemnify
the British Council against all reasonable costs, expenses and any penalty, fine
or interest incurred or payable by the British Cou connection with or in
consequence of any such liability, deduction, co ion, assessment or claim
other than where the latter arise out of the Bri cil's negligence or wilful

default; and

4.2.2 any liability for any employment-rel i ased on worker
status (including reasonable cost Supplier (or,
where applicable, any Relevan [ iti il arising out
of or in connection with the pro ch claim

The British Council may at its o ties set out in clause 4.2 above (in
whole or in part) by way of dedu Charges or other payments due
to the Supplier.

44.1 intended that all employees of the Supplier

of the Supplier and that termination of this

0f such member of staff to the British Council or any successor
der upon termination of this Agreement.

Price and Pa

Unless stated otherwise, the Charges are exclusive of value added tax (VAT) or any
equivalent sales tax in any applicable jurisdiction, which, if properly chargeable, the British
Council shall pay at the prevailing rate within 30 days following receipt from the Supplier of
a valid and accurate tax invoice. Inthe event that the British Council is required by the laws
or regulations of any applicable jurisdiction to deduct any withholding tax or similar taxes
from the Charges, the British Council shall deduct and account for such taxes before paying
the remainder of the Charges to the Supplier and shall notify the Supplier in writing of all
such sums properly deducted.
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5.2 Under current UK legislation it is the responsibility of a supplier to assess its VAT liability
for the supply of services. Where UK VAT is applicable, the Supplier’s invoice should show
all the necessary entries thereon to make it a valid tax invoice for VAT purposes; and in
particular it must show the amount of VAT charged separately. However, the British Council
may be of the opinion that the Services being supplied under this Agreement may not be
subject to UK VAT, due to the place of supply not being the UK, and the charging of UK
VAT would therefore be inappropriate. The British Council reserves the right to dispute
payment of the UK VAT charged by the Supplier until the issue has been resolved by a
ruling in writing obtained from HM Revenue & Customs by the Supplier, and that ruling
shown to the British Council.

5.3 The Supplier shall indemnify and keep indemnified the Briti
liability, including any interest, penalties or costs incurr
assessed on the British Council at any time in respe

ncil from and against any
is levied, demanded or

er’s failure to account
is Agreement. Any

tax or other
ier further
time to pay where this is deemed appropria ' ouncil taking aceount of the
relevant circumstances.

5.4 Unless stated otherwise, the S invoi Charges monthly in arrears and
all such invoices shall be acco ; tting out the Services and/or

5.5 . . ish Council shall, unless agreed otherwise by

5.6 : [ ifi upplier in writing in advance, and works in good faith to resolve

5.7 itish Council makes any overpayment in connection with this
agreement between the parties), the British Council may, upon
written notic Supplier, deduct the amount of such overpayment from any future
invoice or requ epayment of such sum within 30 days after the date on which it serves

written notice on the Supplier.

5.8 Where there is an End Client, the British Council shall not be obliged to pay any invoice to
the extent that it has not received payment relating to that invoice from the End Client.

5.9 If the British Council fails to pay any sum properly due and payable (other than any sum
disputed in good faith) by the due date for payment, the Supplier may charge interest on
the amount of any such late payment at the rate of 4% per annum above the official bank
rate set from time to time by the Bank of England. Such interest will accrue from the date
on which payment was due to the date on which payment is actually made. The parties
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6.2

hereby acknowledge and agree that this rate of interest is a substantial remedy for any late
payment of any sum properly due and payable.

Quality and Performance

Any person authorised by the British Council and/or the End Client shall be entitled, subject
to reasonable notice, to inspect work being undertaken in relation to the Services and the
Goods at all reasonable times at the Supplier's premises or at the premises of any sub-
contractor or agent of the Supplier.

The British Council reserves the right to reject any Goods and/or reject or require re-
performance (at no additional cost to the British Council) Services which are
defective or which are otherwise not in accordance with the ments of this Agreement.
Rejected Goods may be returned at the Supplier’s risk se and the Supplier will

payable by the British Council).

If at any time within 12 months following t

() the likely time required to implement the change;

(i) any reasonable variations to the Charges arising directly as a result of
the proposed change; and

(iii) any other impact of the change on the terms of this Agreement.

7.2.2 if, following receipt of the Supplier’s written estimate submitted in accordance
with clause 7.2.1, the British Council does not wish to proceed, there shall be no
change to this Agreement; and
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7.3

8.2

9.3

9.4

7.2.3 if the British Council wishes the Supplier to proceed with the change, the
Supplier shall do so after agreement on the necessary variations to the Charges,
the Services and any other relevant terms of this Agreement to take account of
the change following which this Agreement shall be varied by the parties setting
out in writing, and signing, the agreed changes in accordance with clause 27.

If the Supplier requests a change to the scope or provision of the Services, it shall send
such request to the British Council in writing, accompanied by a written statement of the
matters referred to in clause 7.2.1, and the British Council shall withhold or give its consent
to such change in its sole discretion. If the British Council wishes,the Supplier to proceed
with the change, the Supplier shall do so, following a variatio Agreement in writing
in accordance with clause 27.

Premises

Subject to clause 2.7.1, the Supplier shall be enti use such f the Premises as
the British Council may from time to time desi S are necessa e performance
of the Services provided that use of the es is to be solely fo urposes of

exclusive

seeking admitta i : son is present on, the Premises or otherwise,
renders tha [ ises or is inappropriate in the context of the
' osts associated with any such refusal of
a suitable replacement shall be met by the

ment shall remain the property of the British Council and shall be
used by:the ier in the performance of the Services and for no other purposes.

The British € all be responsible for the repair or replacement of the British Council
Equipment unle e need for repair or replacement is caused by the Supplier’s failure to
comply with clause 9.3 or by the negligence or default of the Supplier.

The Supplier shall maintain all of the British Council Equipment in good and serviceable
condition (fair wear and tear excepted) and shall only use the British Council Equipment in
accordance with the British Council Equipment manufacturers’ recommendations.

The Supplier shall be liable for any loss of or damage to any of the British Council
Equipment caused by the negligence or default of the Supplier.
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9.5 The Supplier shall not in any circumstances have any right to refuse to return to the British
Council any of the British Council Equipment and shall take steps necessary to ensure that
the title of the British Council and the British Council’s right to repossess the British Council
Equipment are effectively brought to the attention of any third party dealing with any of the
British Council Equipment.

10 Intellectual Property Rights

10.1 Subjectto clause 12, each party shall give full disclosure to the other of all Background IPR
owned by it which is relevant to the Project (and the Supplier shall give the British Council
full disclosure of any Third Party IPR it intends to use).

10.2 All Background IPR and Third Party IPR is and shall remai
party owning it.

exclusive property of the

10.3 Each party warrants to the other party that its Ba not, so far as it is
R is the subject

of any actual or, so far as it is aware, thr or revocation

10.4 The Supplier hereby assigns to the British Co i guarantee by way of present
and future assignment all its right, title and inter o the Project IPR.

10.5 ritish Council of all moral rights

10.6 c i le, royalty-free, non-exclusive,

10.7 ereb ] iti an irrevocable, royalty-free, non-exclusive,

10.8 - [ : 2 for obtaining any licences, permissions or consents in

e to the British Council on request). In addition, the Supplier
of the Services, the Deliverables and/or the Goods does not and
party’s Intellectual Property Rights.

10.9 The Supplier s that it has in place contractual arrangements with all members of the
Supplier's Team assigning to the Supplier their Intellectual Property Rights and waiving
their moral rights (if any) in the Deliverables such that the Supplier can enter into the
assignments, licences and waivers set out in this clause 10.

10.10 The Supplier undertakes at the British Council’s request and expense to execute all deeds
and documents which may reasonably be required to give effect to this clause 10.

10.11 Nothing in this Agreement shall prevent the Supplier from using any techniques, ideas or
know-how gained during the performance of this Agreement in the course of its normal
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business, to the extent that it does not result in a disclosure of the British Council’s
Confidential Information or an infringement of Intellectual Property Rights.

10.12 Each party shall promptly give written notice to the other party of any actual, threatened or
suspected infringement of the Project IPR or the other party’s Background IPR of which it
becomes aware.

11 Limitation of Liability

11.1 Nothing in this Agreement shall exclude or restrict the liability of either party to the other for
death or personal injury resulting from negligence or for fraudulent misrepresentation or in
any other circumstances where liability may not be limited un applicable law.

to the other whether in
or any indirect loss or

11.2 Subject to clauses 11.1 and 11.3, neither party shall
contract, tort, negligence, breach of statutory duty o

with this Agreement.

e British
16 (Data

11.3 Nothing in this Agreement shall exclude o
Council for any breach by the Supplier of c
Processing).

11.4 The Supplier shall take out and m A ance cover at least to the level
described in the Special Terms (Se . r shall provide to the British

11.5 Subject to clause . ouncil’s liability to the Supplier in respect of

any one clai [ i i der this Agreement (whether in contract, tort,
ise) shall not exceed an amount equal to the
and due to be paid under this Agreement,

11.6 [ i British Council from and against all loss or liability in
to property, death or personal injury caused by or arising
)r breach of this Agreement by, the Supplier or any member of the

11.7 The provisio

arising.

S clause 11 shall survive the termination of this Agreement, however

12 Confidentiality

12.1  For the purposes of this clause 12:

12.1.1 the “Disclosing Party” is the party which discloses Confidential Information to,
or in respect of which Confidential Information comes to the knowledge of, the
other party; and
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12.2

12.3

12.4

12.5

12.6

12.7

12.8

12.1.2 the “Receiving Party” is the party which receives Confidential Information
relating to the other party.

The Receiving Party shall take all necessary precautions to ensure that all Confidential
Information it receives under or in connection with this Agreement:

12.2.1 is given only to such of its staff (or, in the case of the Supplier, the Supplier's
Team) and professional advisors or consultants engaged to advise it in
connection with this Agreement as is strictly necessary for the performance of
this Agreement and only to the extent necessary for the performance of this
Agreement; and

12.2.2 is treated as confidential and not disclosed (wit
the Disclosing Party) or used by the Receivi

e prior written consent of
r any member of its staff

The provisions of clauses 12.2 and 12.3 sh

which:

12.4.1 is or becomes public ) [ n by breach of this clause 12);
12.4.2 was in the possessio Vi ithout restriction as to its
12.4.3

12.4.4

12.4.5

Council to comply with those requirements.

Where the British Council receives a Request for Information in relation to information that
the Supplier or any of its sub-contractors is holding on behalf of the British Council and
which the British Council does not hold itself, the British Council shall as soon as reasonably
practicable after receipt and in any event within five calendar days of receipt, forward the
Request for Information to the Supplier and the Supplier shall:

12.8.1 provide the British Council with a copy of all such information in the form that the
British Council requires as soon as practicable and in any event within 10
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calendar days (or such other period as the British Council acting reasonably may
specify) of the British Council’s request; and

12.8.2 provide all necessary assistance as reasonably requested by the British Council
to enable the British Council to respond to the Request for Information within the
time for compliance set out in section 10 of the FOIA or regulation 5 of the
Environmental Information Regulations, as applicable.

12.9 The Supplier acknowledges that any lists or schedules provided by it outlining Confidential
Information are of indicative value only and that the British Council may nevertheless be
obliged to disclose the Supplier's Confidential Information accordance with the
Information Disclosure Requirements:

12.9.1 in certain circumstances without consulting t
12.9.2 following consultation with the Supplier

provided always that where clause 12.9.1 ouncil shall, in
accordance with the recommendations of t draw this to
the attention of the Supplier after any suc

12.10 The provisions of this clause 12 shall survive n of this Agreement, however
arising.

13 Termination

13.1 i i itish Council may have, the

delayed, hindered or prevented by a Force
of 28 days;

wo (2) week consecutive period;

victed of any criminal offence (other than an offence under any
ad traffic legislation in the United Kingdom or elsewhere for which a
ine or non-custodial penalty is imposed); or

(iii) is in the reasonable opinion of the British Council or the End Client (if
any) negligent and incompetent in the performance of the Services.

13.2 Either party may give notice in writing to the other terminating this Agreement with
immediate effect if:

13.2.1 the other party commits any material breach of any of the terms of this
Agreement and that breach (if capable of remedy) is not remedied within 30
days of notice being given requiring it to be remedied (and where such breach
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13.2.2

13.2.3

is not capable of remedy, the terminating party shall be entitled to terminate the
Agreement with immediate effect);

an order is made or a resolution is passed for the winding-up of the other party
or an administrator is appointed by order of the court or by other means to
manage the affairs, business and property of the other party or a receiver and/or
manager or administrative receiver is validly appointed in respect of all or any of
the other party’s assets or undertaking or circumstances arise which entitle the
Court or a creditor to appoint a receiver and/or administrative receiver or which
entitle the Court to make a winding-up or bankruptcy,sorder or the other party
takes or suffers any similar or analogous acti any jurisdiction) in
consequence of debt; or

the other party ceases, or threatens to cea business.

13.3 The British Council shall be entitled to terminate thi reement at ime with immediate
effect (or with effect from such time as the i in its notice of

13.3.1 the End Client Agreement termi

13.3.2 the End Client instructs the British Co i ting to terminate this Agreement;

13.3.3 a provider of funding 3riti the Services instructs the British
Council in writing to te

13.34

13.4 The British Coung y [ r i iting terminate this Agreement with

Agreement,
clause 13.4, t

13.6.2

Council that it has not retained any copies of such information or data, except
for one copy which the Supplier may use for audit purposes only and subject to
the confidentiality obligations in clause 12; and

all specifications, programs (including source codes) and other documentation
comprised in the Deliverables and existing at the date of such termination,
whether or not then complete and all Intellectual Property Rights in such
materials shall automatically pass to the British Council (to the extent that they
have not already done so by virtue of clause 10.4).
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13.7 If the Supplier fails to fulfil its obligations under clause 13.6, the British Council may enter
the Supplier's premises and take possession of any items which should have been returned
under it. Until they have been returned or repossessed, the Supplier shall be solely
responsible for their safe keeping.

13.8 During the period between service of a notice of termination and the effective date of
termination, the Supplier shall provide the British Council with all reasonable assistance
and information to enable an efficient handover to a new service provider (or to the British
Council).

13.9 Termination of this Agreement, however it arises, shall not affe
rights of the parties as at termination or the continuation of
to survive, or implicitly surviving, termination.

prejudice the accrued
vision expressly stated

13.10

The British Council shall pay the Charges up to the eff

14

14.1

14.2

14.3

Sub-Contract a provision requiring the counterparty to that Sub-
lude in any Sub-Contract which it awards provisions having the

14.4 In clause 14. -Contract” means a contract between two or more suppliers, at any
stage of remoteness from the British Council in a subcontracting chain, made wholly or
substantially for the purpose of performing (or contributing to the performance of) the whole
or any part of this Agreement.

14.5 The British Council reserves the right to request the replacement of any approved sub-
contractor on reasonable grounds.
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15 Anti-Corruption, Anti-Collusion and Tax Evasion

15.1 The Supplier undertakes and warrants that it has not offered, given or agreed to give (and
that it will not offer, give or agree to give) to any person any gift or consideration of any kind
as an inducement or reward for doing or forbearing to do anything in relation to the obtaining
of this Agreement or the performance by the Supplier of its obligations under this
Agreement.

15.2 The Supplier warrants that it, and any Relevant Person, has and will retain in place, and
undertakes that it, and any Relevant Person, will at all times comply with, policies and
procedures to avoid the risk of bribery (as set out in the Bribery 010), tax evasion (as
set out in the Criminal Finances Act 2017) and fraud wi its organisation and in
connection with its dealings with other parties, whether in or overseas.

15.3 The Supplier warrants that:

15.3.1 it, and any Relevant Person, has not that it will not at

15.3.2 it, and any Relevant Person, has e engage,
in any activity, practice or conduct wi constitute either:

0] a UK tax evasic ilitati nder section 45 of the Criminal
(ii)
Nothing under . prevent the Supplier from discussing the terms

of this Agree iCi ith the Supplier’s professional advisors.

15.4 [ itish Council may, at any point during the

al or entity with whom national or supranational bodies have
isations should not have financial dealings;

15.4.2 ted by Interpol or any national law enforcement body in connection

15.4.3 as being subject to regulatory action by a national or international enforcement

body;

15.4.4 as being subject to export, trade or procurement controls or (in the case of an
individual) as being disqualified from being a company director; and/or

1545 as being a heightened risk individual or organisation, or (in the case of an
individual) a politically exposed person,

(together the “Prohibited Entities”).
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15.5 The Supplier warrants that it will not make payment to, transfer property to, or otherwise
have dealings with, any Prohibited Entity.

15.6 If any of the Supplier, the Supplier's Team or the Supplier's Team’s directors or
shareholders (where applicable) is

15.6.1 listed in a Screening Database for any of the reasons set out in clause 15.4, or
15.6.2 breaches any of its obligations set out in clauses 15.1, 15.2, 15.3 or 15.5;

then the Supplier shall promptly notify the British Council of any such breach(es) and the

15.7 Inthe circumstances described at clause 15.6.1 and/or 15. d without prejudice to any
ritish Council may:

15.7.1 terminate this Agreement without liabili mediately on giving
notice to the Supplier; and/or

considers
with the

15.7.2 require the Supplier to take any

15.7.3 r in part) of the charges payable
15.7.4
15.8 The Supplier sha vide iti Wi [ ation reasonably requested by

15.9 Without limita s ) 15.4, 15.5, 15.6, 15.7 and 15.8 above, the
Supplier shall:

involved in providing the Services or with this
been vetted and that due diligence is undertaken on a regular

requests to facilitate any UK tax evasion offence or any foreign tax
vasion offence made to the Supplier or any Relevant Person in
connection with the Services or with this Agreement either in the United
Kingdom or elsewhere;

(i) any action taken by the Supplier or any Relevant Person to inform the
relevant enforcement bodies or regulatory authorities that the Supplier
or any Relevant Person has been requested to facilitate a UK tax evasion
offence or a foreign tax evasion offence (except to the extent that the
Supplier or any Relevant Person is prevented by law from doing so);
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15.10

16
16.1

16.2

(iii) its compliance with its obligations under this clause 15 and all training
and guidance provided to Relevant Persons in respect of the obligations
under this clause and applicable laws for the prevention of tax evasion;

(iv) the Supplier's monitoring of compliance by Relevant Persons with
applicable policies and procedures; and

(V) the measures that the Supplier has taken in response to any incidence
of suspected or actual tax evasion or facilitation of tax evasion or breach
of this clause 15;

15.9.3 maintain and provide such access to the records rmation referred to in
clause 15.9.2; and

1594 ensure that all Relevant Persons involved i services in connection
with this Agreement are subject to a [ ply with equivalent
obligations to the Supplier under this

For the purposes of this clause 15, the expr an all or any

of the following: (a) Relevant Persons; an
by a Relevant Person.

Data Processing

(UK) or the European Economic A
protection under Article 45 of the E

In this clause:

“Controller”
applicable);

“DPA” means th

“‘Data Subjec

€ same meaning as in the Data Protection Legislation;

UK Data Protection Act 2018;

“EU GDPR” means the General Data Protection Regulation (EU) 2016/679;
“‘GDPR” means, as applicable, the EU GDPR or the UK GDPR;

“International Organisation” has the same meaning as in the GDPR;

“Personal Data” means “personal data” (as defined in the Data Protection Legislation) that

are Processed under this Agreement;
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“Personal Data Breach” means a breach of security leading to the accidental or unlawful
destruction, corruption, loss, alteration, unauthorised disclosure of, unauthorised access,
attempted access (physical or otherwise) or access to, Personal Data transmitted, stored or
otherwise processed,;

“Processing” has the same meaning as in the Data Protection Legislation and “Process” and
“Processed” shall be construed accordingly;

“Processor’” means a “processor” for the purposes of the GDPR (as such legislation is
applicable);

“Sub-Processor” means a third party engaged by the Proce
activities in respect of the Personal Data on behalf of the P

r carrying out processing

“Supervisory Authority” means any independent pu esponsible for monitoring
the application of the Data Protection Legislationgi member state of the
European Union;

“Third Country” means a country or territor,

16.3 For the purposes of the Data Protection Legislal ritish Council is the Controller and

16.4 Details of the subject matter and the nature and purpose of the
Processing, the type of Personal De
Data is being Processe@yin connect set out in Schedule 5 to this

16.5

Incil’s written instructions and this clause (unless otherwise required
as referred to in clause 16.6.3);

ope, context and purposes of Processing and the likelihood and severity
relation to the rights and freedoms of the Data Subjects;

16.5.3 ensure it has taken all reasonable steps to ensure the reliability and integrity of any
employees or other persons authorised to Process the Personal Data;

16.5.4 ensure that any employees or other persons authorised to Process the Personal
Data are:

() subject to appropriate obligations of confidentiality, and
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(i) subject to adequate training in the use, protection and handling of personal
data;

16.5.5 not engage any Sub-Processor to carry out its Processing obligations under this
Agreement without obtaining the prior written consent of the British Council and,
where such consent is given, the Supplier procuring by way of a written contract
that such Sub-Processor will, at all times during the engagement, be subject to
data Processing obligations equivalent to those set out in this clause. The British
Council reserves the right during this Agreement to request evidence from the
Supplier to support compliance with this clause 16,5.5 and the Supplier shall
provide such evidence within three working days;

uested to ensure the British
rotection Legislation with

16.5.6 assist and co-operate with the British Council
Council’'s compliance with its obligations un
respect to:

(1) carrying out and/or reviewi ion i sessments where
necessary in accordance

(i) implementing such tech i enable the
British Council to respond t
rights under the i ation, which shall include but not be

(V) comply with reasonable instructions notified to it in advance by the British
Council with respect to the Processing of the Personal Data; and

(vi) only transfer Personal Data to the relevant Third Country where the relevant
requirements under Articles 44 to 50 of the GDPR are met.

16.6  The Supplier shall notify the British Council promptly:

16.6.1 if it becomes aware that in following the instructions of the British Council, it shall
be breaching the Data Protection Legislation;
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16.6.2 on receipt of notice of any complaint made to a Supervisory Authority or any finding
by a Supervisory Authority in relation to its Processing of Personal Data, whether
it is Personal Data being Processed under this Agreement or otherwise;

16.6.3 if the Supplier believes it is under a legal obligation to Process the Personal Data
other than in accordance with the British Council’s instructions and provide the
British Council with details of such legal obligation, unless the law prohibits such
information on important grounds of public interest;

16.6.4 (and in any event within 3 days) of:

() a request received by the Supplier or a Sub
for access to that person’s Personal Da

ssor from a Data Subject

(i) a complaint or request received by r a Sub-Processor from a
Data Subject relating to the Briti ir ations under the Data
Protection Legislation;

and the Supplier shall provide -operation and
assistance in relation to any i where the
complaint or request was receive e, a Sub-Processor or the British
Council.

16.7 The Supplier shall:

16.7.1 notify the British Counc ad i t within 24 hours) of becoming

16.8 i i clause 16.7, the Supplier shall not notify the Data Subject

16.9 and i -Processors shall maintain accurate written records of the Processing

available all in ation necessary to demonstrate the Supplier's compliance under Data
Protection Legislation and the terms of this Agreement.

16.10 The Supplier and its Sub-Processors shall allow for and contribute to audits, including
inspections, by the British Council (or its authorised representative) in relation to the
Processing of the British Council’s Personal Data by the Supplier and its Sub-Processors to
support the Supplier in their compliance of clause 16.9.
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16.11 The Supplier warrants that in carrying out its obligations under this Agreement it will not breach
the Data Protection Legislation or do or omit to do anything that might cause the British Council
to be in breach of the Data Protection Legislation.

16.12 The Supplier shall indemnify and keep indemnified the British Council and the British Council
Entities against all Personal Data losses suffered or incurred by, awarded against or agreed
to be paid by, the British Council or British Council Entities arising from a breach by the
Supplier (or any Sub-Processor) of (a) its data protection obligations under this Agreement; or
(b) the Supplier (or any Sub-Processor) acting outside or contrary to the lawful instruction of
the British Council.

16.13 On termination or expiry of this Agreement, the Supplier (or
to the extent it is required to retain a copy by law, stop
return and/or destroy it at the request of the British Supplier shall return the
Personal Data in an open machine-readable form eed route at no cost to
the British Council and the Supplier shall provi i i uction of any other

b-Processor) shall, except
sing the Personal Data and

16.14 These clauses may be amended at any iti il givi st 30 days’
written notice to the other party stating that a dard clauses
laid down by the European Commission or ad e UK Information Commissioner’s
office or other Supervisory Authe [ ted into this Agreement and replace

clauses 16.2 to 16.8 and clause

17 Audit

17.1 The Supplier will ful ; ouncil in meeting its audit and
regulatory requirg Ish Council, its internal auditors
(which shall i Agreement the British Council’s internal, audit,

ctions), its external auditors or any agents
s (or any person appointed by such body)

17.2 its own cost in relation to any reasonable number of audits carried
out by the B ouncil and/or the End Client. Where any audit reveals any breach or
non-compliance®y the Supplier, the Supplier shall also bear the costs of the British Council
and/or the End Client carrying out such audit.

18 Publicity

18.1 The Supplier shall not publicise the terms of this Agreement or use the name of the British
Council or any trade name or trade mark used by the British Council or refer to the British
Council in any other way in any press release, promotional literature, publications or
advertising material, including any website, “blogs”, social media or other online services,
without the prior written consent of the British Council. In particular, the Supplier shall not

Last updated: 27 March 2023



use the British Council’s logo or other branding without having previously obtained such
prior written consent.

19 Health and Safety

19.1 The Supplier shall promptly notify the British Council of any health and safety hazards which
may arise in connection with the performance of this Agreement, take such steps as are
reasonably necessary to ensure the health and safety of persons likely to be affected by
the performance of the Services and notify the British Council o incident occurring on
the Premises or otherwise in connection with the provision of rvices which causes or
could give rise to personal injury.

19.2 The Supplier shall take all necessary measures to
Health & Safety at Work Etc Act 1974 (or any
jurisdiction) and any other acts, orders, regulati
approved codes of practice) relating to
performance of this Agreement.

requirements of the
in any applicable
(including any
pply to the

20 Employees

20.1 The Supplier agrees that it will il [ ten consent of the British Council,

21

21.1 [ | i i egislation and codes of practice, including,

21.2 i ide to the British Council, documentary evidence of the relevant
minal records checks in advance of undertaking any activities
vulnerable adults in connection with the Project under this

21.3 In addition, the'Supplier will ensure that, where it engages any other party to supply any of
the Services under this Agreement, that party will also comply with the same requirements

as if they were a party to this Agreement.

22 Anti-slavery and human trafficking

22.1 The Supplier shall:

1 Equivalent local checks include, but are not limited to, the ACRO Criminal Records Office, ‘International Child Protection Certificate’ online
criminal records checks and Code of Good Conduct or any other services as detailed at the following link:
https://www.gov.uk/government/publications/criminal-records-checks-for-overseas-applicants (when/if link does not work contact the British
Council Project manager)
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22.2

23
23.1

23.2

24

24.1

24.2

2211 ensure that slavery and human trafficking is not taking place in any part of its
business or in any part of its supply chain;

22.1.2 implement due diligence procedures for its own suppliers, subcontractors and
other participants in its supply chains, to ensure that there is no slavery or
human trafficking in its supply chains;

22.1.3 respond promptly to all slavery and human trafficking due diligence
guestionnaires issued to it by the British Council from time to time and ensure
that its responses to all such questionnaires are complete and accurate; and

22.1.4 notify the British Council as soon as it becomes aw:
slavery or human trafficking in any part of its busi
has a connection with this Agreement.

ny actual or suspected
or in a supply chain which

If the Supplier fails to comply with any of its obligati .1, without prejudice
to any other rights or remedies which the British itish Council shall
be entitled to:

2221 terminate this Agreement with ili ieri on giving
notice to the Supplier; and/or

22.2.2 ish Council reasonably considers

Council of contracting with the

transfer,

obligations s Agreement.

The British Council may assign or novate this Agreement to: (i) any separate entity
Controlled by the British Council; (i) any body or department which succeeds to those
functions of the British Council to which this Agreement relates; or (iii) any provider of
outsourcing or third party services that is employed under a service contract to provide
services to the British Council. The Supplier warrants and represents that it will (at the
British Council’s reasonable expense) execute all such documents and carry out all such
acts, as reasonably required to give effect to this clause 24.2.
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25 Waiver

25.1 A waiver of any right under this Agreement is only effective if it is in writing and it applies
only to the party to whom the waiver is addressed and the circumstances for which it is
given.

26 Entire agreement

26.1 This Agreement and any documents referred to in it constitute the entire agreement and
understanding between the parties with respect to the subject matter of this Agreement and
supersede, cancel and replace all prior agreements, licences, negetiations and discussions
between the parties relating to it. Each party confirms and ledges that it has not
been induced to enter into this Agreement by, and shall ha remedy in respect of, any
statement, representation, warranty or undertaking egligently or innocently
made) not expressly incorporated into it. However, greement purports to
exclude liability for any fraudulent statement or ac

27 Variation

27.1 No variation of this Agreement shall be val itisi i [ on behalf
of each of the parties.

28 Severance

28.1 is found by any court or other

29

29.1 i (erparts, each of which when executed shall

30

30.1 this Agreement does not create any rights or benefits enforceable
by any pers@ party to it except that a person who under clause 24 is a permitted
successor or assignee of the rights or benefits of a party may enforce such rights or
benefits.

30.2 The parties agree that no consent from the British Council Entities or the persons referred
to in this clause is required for the parties to vary or rescind this Agreement (whether or not
in a way that varies or extinguishes rights or benefits in favour of such third parties).

31 No partnership or agency

31.1 Nothing in this Agreement is intended to, or shall operate to, create a partnership between
the parties, or to authorise either party to act as agent for the other, and neither party shall
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32
32.1

32.2

32.3

33
33.1

have authority to act in the name or on behalf of or otherwise to bind the other in any way
(including the making of any representation or warranty, the assumption of any obligation
or liability and the exercise of any right or power) and neither party shall incur any
expenditure in the name of or for the account of the other.

Force Majeure

Subject to clauses 32.2 and 32.3, neither party shall be in breach of this Agreement if it is
prevented from or delayed in carrying on its business and/or material obligations hereunder
by a Force Majeure Event.

A party that is subject to a Force Majeure Event shall not be 4
provided that:

ach of this Agreement

32.2.1 it promptly notifies the other party in writing and extent of the Force
Majeure Event causing its failure or delay,i

32.2.2 it could not have avoided the eff j vent by taking

32.2.3 it has used all reasonable endeavo ' the effect of the Force Majeure
Event, to carry out its,obligations un s Agreement in any way that is
reasonably practicab rmance of its obligations as soon
as reasonably possibl

ulta pt where such acts or omissions
orce Maje

day in the country specified in the recipient’s address for notices after the date
of posting;

33.1.3 by international standard post if being sent to an address outside the country of
posting, in which case the notice will be deemed to have been received at 09:00
in the country of receipt on the seventh (7th) normal working day in the country
specified in the recipient’s address for notices after the date of posting; or
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33.2

34
34.1

34.2

34.3

34.4

33.1.4 by email to the relevant email address specified in clause 6.1 of Schedule 1 (or
such other email address as the relevant party may notify to the other party), in
which case, the notice will be deemed to have been received at the time of
transmission, or if this time falls outside of Working Hours, when Working Hours
resume, in each case provided that no out of office auto-reply or error message
is received by the sender in response within one hour after transmission of the
notice. If an out of office auto-reply or error message is received by the sender
in response within one hour after transmission of the notice, then no valid notice
has been delivered and the notice must be sent by one of the alternative
methods listed above.

To prove service of notice under clauses 33.1.1t0 33.1.3 a is sufficient to prove that
the envelope containing the notice was properly addre osted or handed to the
courier.

Governing Law and Dispute Resolution Proc

Subject to the remainder of this evocably agree that the courts of
England and Wales shall have € le any dispute or claim (including
any non-contractual dispute or cla i nnection with this Agreement
or its subject matter.

In the event that an i ction with this Agreement, the
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Schedule 5

Data Processing Schedule

Part A

Description

Communications Strategy Services

Duration of Processing

25 August 2023 — 31 March 2025

The frequency of the transfer

[Clearly set out if the data is gsansferred on a one-off or

continuous basis]

Nature and purpose of Processing

sible, but make sure that
es. The nature of the

[Please be as specifi
you cover all int

recording,
or alterati

etrieval, consultation,
dissemination or

(whether or not by automated
rpose might include: employment

, Statutory obligation, grant
ement, event management

Type of Personal Data

identification number, telephone number, pay,
iometric data etc]

Categories of Data S

rary workers), customers/ clients, suppliers,
students / pupils, members of the public, users of a
particular website etc]

[The restrictions and safeguards fully take into
consideration the nature of the data and the risks
involved, such as for instance strict purpose limitation,
access restrictions (including access only for staff having
followed specialised training), keeping a record of access
to the data, restrictions for onward transfers or additional
security measures]

Countries or International
Organisations Personal Data will be
transferred to

[name the countries and International Organisations
(where applicable). Where not applicable state N/A. NB:
“International Organisation” is defined in the GDPR as
“an organisation and its subordinate bodies governed by
public international law, or any other body which is set up
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by, or on the basis of, an agreement between two or
more countries.”]

Sub-Processors

[name and contact address of Sub-Processor(s) (where
applicable) and brief description of the nature of
processing of personal data that they are undertaking
under this agreement, where not applicable state N/A]
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Part B
International Data Transfer Addendum to the EU Commission Standard Contractual Clauses

VERSION B1.0, in force 21 March 2022

This Addendum has been issued by the Information Commissioner for Parties making Restricted Transfers. The
Information Commissioner considers that it provides Appropriate Safeguards for Restricted Transfers when it is
entered into as a legally binding contract.

Part 1: Tables

Table 1: Parties

Start date As stated on the front page of the wider cti ich this Addendum is

incorporated .

Exporter (who sends the Restricted Importer (who receives the

The Parti i
e Parties Transfer) Restricted Transfer)

Parties’ details Full legal name: British Council ull legal name: As stated on the front

age of the wider contract into which

a!n address (if a company registered
address): As stated on the front page

of the wider contract into which this
Addendum is incorporated

Official registration number (if any)
(company number or similar identifier):
As stated on the front page of the wider
contract into which this Addendum is
incorporated

Key Contact Full Name (optional):

JobTitle: ..o,

Contact details including email:

Signature (if required = Not required Not required
for the purposes of
Section 2)
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Table 2: Selected SCCs, Modules and Selected Clauses
Addendum EU SCCs | [X The version of the Approved EU SCCs which this Addendum is appended to,
detailed below, including the Appendix Information:
Date: Approved EU SCCs of 4.6.2021
Reference (if any): N/A

Other identifier (if any): Set out in Schedule 5, Part C to the wider contract into
which this Addendum is incorporated

Or

O the Approved EU SCCs, including the Ap
following modules, clauses or optional
brought into effect for the purposes,o

y

Clause 9a
(Time
isatio peri

nformation and with only the
the Approved EU SCCs

Module  Module in Clause 7 Clause 11
operation (Docking (Option)
Clause)

with personal
collected by the
Exporter?

leted Approved EU SCCs in Schedule 5, Part C to the
wider cont i ndum is incorporated

Annex 1B: Desc of Tr

C to the wider cont

. Refer to the completed Approved EU SCCs in Schedule 5, Part
this Addendum is incorporated

Annex II: Technical and ’ganisational measures including technical and organisational measures
to ensure the security of the data: Refer to the completed Approved EU SCCs in Schedule 5, Part
C to the wider contract into which this Addendum is incorporated

Annex IlI: List of Sub processors (Modules 2 and 3 only): Refer to the completed Approved EU
SCCs in Schedule 5, Part C to the wider contract into which this Addendum is incorporated
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Table 4: Ending this Addendum when the Approved Addendum Changes

Ending this Which Parties may end this Addendum as set out in Section 19:
Addendum when

the Approved [ Importer

Addendum x Exporter

changes

O neither Party

Part 2: Mandatory Clauses

Entering into this Addendum

1. Each Party agrees to be bound by the terms and conditions set o
other Party also agreeing to be bound by this Addendum.

2. Although Annex 1A and Clause 7 of the Approved EU require sign

ddendum, in exchange for the

y the Parties, for the

purpose of making Restricted Transfers, the Parties m i i ny way that makes
them legally binding on the Parties and allows d s set out in this

Addendum. Entering into this Addendum will hav
any part of the Approved EU SCCs.

Interpretation of this Addendum

3. Where this Addendum uses terms tha i i EU SCCs those terms shall have the
same meaning as in the Approved EU S . i terms have the following meanings:

Addendum ternation ta T m which is made up of this

incorp U SCCs.

Addendum EU SCCs (s) of the A

ble 2,

w5
out in Table 3.

e SQ of protection over the personal data and of data subjects’
ts, which is required by UK Data Protection Laws when you are making
cle 46(2)(d) UK GDPR.

ding the Appendix Information.

Appendix Information

Appropriate Safeguards

Approved Addendum The template Addendum issued by the ICO and laid before Parliament in

stricted Transfer relying on standard data protection clauses under

ved EU SCCs which this Addendum is appended

accordance with s119A of the Data Protection Act 2018 on 2 February 2022,

as it is revised under Section 18.

Approved EU SCCs The Standard Contractual Clauses set out in the Annex of Commission
Implementing Decision (EU) 2021/914 of 4 June 2021.

ICO The Information Commissioner.
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Restricted Transfer A transfer which is covered by Chapter V of the UK GDPR.
UK The United Kingdom of Great Britain and Northern Ireland.

UK Data Protection Laws All laws relating to data protection, the processing of personal data, privacy
and/or electronic communications in force from time to time in the UK,
including the UK GDPR and the Data Protection Act 2018.

UK GDPR As defined in section 3 of the Data ProtWOlB.

4.  This Addendum must always be interpreted in a manner thakis €onsistent K Data Protection Laws

9. i r s,out'that the Approved EU SCCs prevail over all related

10. i i i - onflict between the Approved Addendum and the Addendum EU

11. i orates Addendum EU SCCs which have been entered into to protect transfers
subject to the Gene ata Protection Regulation (EU) 2016/679 then the Parties acknowledge that
nothing in this Adde impacts those Addendum EU SCCs.

Incorporation of and changes to the EU SCCs

12. This Addendum incorporates the Addendum EU SCCs which are amended to the extent necessary so

that:

a. together they operate for data transfers made by the data exporter to the data importer, to the
extent that UK Data Protection Laws apply to the data exporter’'s processing when making that
data transfer, and they provide Appropriate Safeguards for those data transfers;

b. Sections 9 to 11 override Clause 5 (Hierarchy) of the Addendum EU SCCs; and
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13.

14.

15.

this Addendum (including the Addendum EU SCCs incorporated into it) is (1) governed by the
laws of England and Wales and (2) any dispute arising from it is resolved by the courts of England
and Wales, in each case unless the laws and/or courts of Scotland or Northern Ireland have been
expressly selected by the Parties.

Unless the Parties have agreed alternative amendments which meet the requirements of Section 12, the
provisions of Section 15 will apply.

No amendments to the Approved EU SCCs other than to meet the requirements of Section 12 may be
made.

The following amendments to the Addendum EU SCCs (for the purpose g

a.

ction 12) are made:

References to the “Clauses” means this Addendum, incorporatin ddendum EU SCCs;

In Clause 2, delete the words:

s and/or processors to
of Regulation (EU)

“and, with respect to data transfers from co
processors, standard contractual clauses
2016/679”;

nt to Article

Clause 6 (Description of the transfer(s)) is re

“The details of the transfers(s) and in p tegories of personal data that are
transferred and the purpose(s) for which the erred) are those specified in Annex |.B
where UK Data Protectio xporter’s processing when making that
transfer.”;

Not applicable;
Clause 8.8(i) of Mod

itting from adequacy regulations pursuant to Section
rd transfer;”

References to i tion (EU) 2016/679 of the European Parliament
and of the Councli of natural persons with regard to the processing
of such data (General Data Protection Regulation)” and
aced by “UK Data Protection Laws”. References to specific Article(s) of
eplaced with the equivalent Article or Section of UK Data Protection

Not applicable

Clause 13(a) and Part C of Annex | are not used;

The “competent supervisory authority” and “supervisory authority” are both replaced with the
“Information Commissioner”;

In Clause 16(e), subsection (i) is replaced with:

“the Secretary of State makes regulations pursuant to Section 17A of the Data Protection Act
2018 that cover the transfer of personal data to which these clauses apply;”;

Clause 17 is replaced with:
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“These Clauses are governed by the laws of England and Wales.”;
n. Clause 18 is replaced with:

“Any dispute arising from these Clauses shall be resolved by the courts of England and Wales.
A data subject may also bring legal proceedings against the data exporter and/or data importer
before the courts of any country in the UK. The Parties agree to submit themselves to the
jurisdiction of such courts.”; and

0. The footnotes to the Approved EU SCCs do not form part of the Addendum, except for footnote 2.

Amendments to this Addendum

16. The Parties may agree to change Clauses 17 and/or 18 of the Adde
and/or courts of Scotland or Northern Ireland.

U SCCs to refer to the laws

17. If the Parties wish to change the format of the information i [ 1: Tables of the Approved
Addendum, they may do so by agreeing to the change in writi i change does not reduce
the Appropriate Safeguards.

18. From time to time, the ICO may issue a revised Ap

a. makes reasonable and proportionate chan
errors in the Approved Addendum; and/or

b. reflects changes to UK Data Prg

The revised Approved Addendum will : hich the changes to the Approved

19. IftheICOissuesare ed £ er Section 18, if any Party selected in Table 4 “Ending
the Addendum anges”, will as a direct result of the changes in the

providing writte i at period to the other Party before the start date of the revised
Addendum.

20. i sent of any third party to make changes to this Addendum, but any changes

Mandatory Clauses Part 2: Mandatory Clauses of the Approved Addendum, being the template
Addendum B.1.0 issued by the ICO and laid before Parliament in accordance
with s119A of the Data Protection Act 2018 on 2 February 2022, as it is revised
under Section 18 of those Mandatory Clauses.
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Part C
STANDARD CONTRACTUAL CLAUSES
SECTION |
Clause 1
Purpose and scope

(@) The purpose of these standard contractual clauses is to ensure compliance with the requirements of
Regulation (EU) 2016/679 of the European Parliament and of the Council of 27 April 2016 on the
protection of natural persons with regard to the processing of perso a and on the free
movement of such data (General Data Protection Regulation) for nsfer of personal data to a
third country.

(b) The Parties:

0) the natural or legal person(s), public authority/j i dy/ies (hereinafter
“entity/ies”) transferring the personal data, ed in Annex LLA. (he ter each “data
exporter”), and

(i)  the entity/ies in a third country receiving directly or
indirectly via another entity also Party to th
each “data importer”)

have agreed to these standard co
(c) These Clauses apply with respect to ) specified in Annex I.B.

(d) The Appendix to these i ed to'therein forms an integral part of
these Clauses.

(a) including enforceable data subject rights and

e Parties from including the standard contractual clauses laid
a wider contract and/or to add other clauses or additional safeguards,

(b) vithout prejudice to obligations to which the data exporter is subject by virtue of

Clause 3
Third-party beneficiaries

(@) Data subjects may invoke and enforce these Clauses, as third-party beneficiaries, against the data
exporter and/or data importer, with the following exceptions:

0] Clause 1, Clause 2, Clause 3, Clause 6, Clause 7;

(i)  Clause 8 - Clause 8.1(b), 8.9(a), (c), (d) and (e);
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(i)  Clause 9 - Clause 9(a), (c), (d) and (e);
(iv) Clause 12 - Clause 12(a), (d) and (f);
(v) Clause 13;

(vi) Clause 15.1(c), (d) and (e);

(vii) Clause 16(e);

(viii) Clause 18 - Clause 18(a) and (b).

(b) Paragraph (a) is without prejudice to rights of data subjects under Re tion (EU) 2016/679.

Clause 4
Interpretation

(@) Where these Clauses use terms that are defined in Re 79, those terms shall
have the same meaning as in that Regulation.

(b) These Clauses shall be read and interpreted in ion (EV)
2016/679.

(c) These Clauses shall not be interpreted in a way i rights and obligations provided for
in Regulation (EU) 2016/679.

In the event of a contradiction between these C iSi elated agreements between the
Parties, existing at the time t : r ; i after, these Clauses shall prevail.

The details of the transfer ories of personal data that are transferred and the

Clause 7 - Optional
Docking clause

to these Clauses may, with the agreement of the Parties, accede to
either as a data exporter or as a data importer, by completing the
ex LA

(b) Once it has d'the Appendix and signed Annex I.A, the acceding entity shall become a Party
to these Clause d have the rights and obligations of a data exporter or data importer in
accordance with its designation in Annex I.A.

(©) The acceding entity shall have no rights or obligations arising under these Clauses from the period
prior to becoming a Party.

SECTION Il — OBLIGATIONS OF THE PARTIES

Clause 8

Data protection safeguards
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The data exporter warrants that it has used reasonable efforts to determine that the data importer is able,
through the implementation of appropriate technical and organisational measures, to satisfy its obligations under
these Clauses.

8.1 Instructions

(a) The data importer shall process the personal data only on documented instructions from the data
exporter. The data exporter may give such instructions throughout the duration of the contract.

(b) The data importer shall immediately inform the data exporter if it is unable to follow those
instructions.

8.2 Purpose limitation

The data importer shall process the personal data only for the specific p
Annex |.B, unless on further instructions from the data exporter.

(s) of the transfer, as set out in

8.3 Transparency

On request, the data exporter shall make a copy of these ClI s completed by the
Parties, available to the data subject free of charge. T iness secrets or
other confidential information, including the measures i data exporter

may redact part of the text of the Appendix to these all provide a

meaningful summary where the data subject would other le to understand the its content or
exercise his/her rights. On request, the Partie ject with the reasons for the redactions,
to the extent possible without revealing t i i is Clause is without prejudice to the
obligations of the data exporter under Articles i 2016/679.

8.4 Accuracy

If the data importer becomes g : » inaccurate, or has become outdated,

e compliance with these Clauses and will only process it to the extent and
al law. This is without prejudice to Clause 14, in particular the requirement
for the data importe > 14(e) to notify the data exporter throughout the duration of the contract if it
has reason to believe it as become subject to laws or practices not in line with the requirements under
Clause 14(a).

8.6 Security of processing

(@) The data importer and, during transmission, also the data exporter shall implement appropriate
technical and organisational measures to ensure the security of the data, including protection
against a breach of security leading to accidental or unlawful destruction, loss, alteration,
unauthorised disclosure or access to that data (hereinafter “personal data breach”). In assessing
the appropriate level of security, the Parties shall take due account of the state of the art, the costs
of implementation, the nature, scope, context and purpose(s) of processing and the risks involved in
the processing for the data subjects. The Parties shall in particular consider having recourse to
encryption or pseudonymisation, including during transmission, where the purpose of processing
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can be fulfilled in that manner. In case of pseudonymisation, the additional information for attributing
the personal data to a specific data subject shall, where possible, remain under the exclusive control
of the data exporter. In complying with its obligations under this paragraph, the data importer shall at
least implement the technical and organisational measures specified in Annex Il. The data importer
shall carry out regular checks to ensure that these measures continue to provide an appropriate
level of security.

(b) The data importer shall grant access to the personal data to members of its personnel only to the
extent strictly necessary for the implementation, management and maaitoring of the contract. It shall
ensure that persons authorised to process the personal data have tted themselves to
confidentiality or are under an appropriate statutory obligation o entiality.

(©) In the event of a personal data breach concerning person ed by the data importer

subjects and personal data records concerned) i res taken or
proposed to address the breach including, where i easures to mitigate its possible
adverse effects. Where, and in so provide all information at the same time,
le and further information shall, as it

(d)

8.7

5e the personal data to a third party on documented instructions from the
data exporter. In i ay only be disclosed to a third party located outside the European Union?

0] the onward transfer is to a country benefitting from an adequacy decision pursuant to Article
45 of Regulation (EU) 2016/679 that covers the onward transfer;

(i)  the third party otherwise ensures appropriate safeguards pursuant to Articles 46 or 47
Regulation of (EU) 2016/679 with respect to the processing in question;

1 The Agreement on the European Economic Area (EEA Agreement) provides for the extension of the European Union's internal market
to the three EEA States Iceland, Liechtenstein and Norway. The Union data protection legislation, including Regulation (EU) 2016/679,
is covered by the EEA Agreement and has been incorporated into Annex Xl thereto. Therefore, any disclosure by the data importer to
a third party located in the EEA does not qualify as an onward transfer for the purpose of these Clauses.
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(i)  the onward transfer is necessary for the establishment, exercise or defence of legal claims in
the context of specific administrative, regulatory or judicial proceedings; or

(iv) the onward transfer is necessary in order to protect the vital interests of the data subject or of
another natural person.

Any onward transfer is subject to compliance by the data importer with all the other safeguards under these
Clauses, in particular purpose limitation.

8.9 Documentation and compliance

(a) The data importer shall promptly and adequately deal with enquiri the data exporter that

relate to the processing under these Clauses.

(b) The Parties shall be able to demonstrate compliance with In particular, the data
importer shall keep appropriate documentation on the processi i arried out on behalf of
the data exporter.

(c) The data importer shall make available to the d to demonstrate

intervals or if there are indications of non-complia g on a review or audit, the data
exporter may take into account releyant certification the data importer.

andate an independent auditor.
s of the data importer and shall,

(d) The data exporter may choose to ¢
Audits may include inspections at th
where appropriate, be carried out wit

(e) i ; b) and (c), including the results of

(@) im S processing activities performed on behalf of the

(b)
behalf of the orter), it shall do so by way of a written contract that provides for, in substance,
the same data ection obligations as those binding the data importer under these Clauses,
including in terms of third-party beneficiary rights for data subjects.? The Parties agree that, by
complying with this Clause, the data importer fulfils its obligations under Clause 8.8. The data
importer shall ensure that the sub-processor complies with the obligations to which the data importer
is subject pursuant to these Clauses.

(©) The data importer shall provide, at the data exporter’s request, a copy of such a sub-processor
agreement and any subsequent amendments to the data exporter. To the extent necessary to

2 This requirement may be satisfied by the sub-processor acceding to these Clauses under the appropriate Module, in accordance with
Clause 7.
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(d)

(e)

@

(b)

(©)

@)

(b)

(©)

(d)

(e)

()

protect business secrets or other confidential information, including personal data, the data importer
may redact the text of the agreement prior to sharing a copy.

The data importer shall remain fully responsible to the data exporter for the performance of the sub-
processor’s obligations under its contract with the data importer. The data importer shall notify the
data exporter of any failure by the sub-processor to fulfil its obligations under that contract.

The data importer shall agree a third-party beneficiary clause with the sub-processor whereby - in
the event the data importer has factually disappeared, ceased to exist in law or has become
insolvent - the data exporter shall have the right to terminate the sub-processor contract and to
instruct the sub-processor to erase or return the personal data.

Clause 10
Data subject rights

The data importer shall promptly notify the data exporter as received from a data

exporter.

The data importer shall assist the data export o data subjects’
requests for the exercise of their rights under he Parties
shall set out in Annex Il the appropriate technical into account
the nature of the processing, by which the assistan rovided, as well as the scope and

In fulfilling its obligations under para importer shall comply with the

instructions from the data exporter.

okes a third-party beneficiary right pursuant to Clause 3, the data
ecision of the data subject to:

ith the supervisory authority in the Member State of his/her habitual

@iy  refer the dispute to the competent courts within the meaning of Clause 18.

The Parties accept that the data subject may be represented by a not-for-profit body, organisation or
association under the conditions set out in Article 80(1) of Regulation (EU) 2016/679.

The data importer shall abide by a decision that is binding under the applicable EU or Member State
law.

The data importer agrees that the choice made by the data subject will not prejudice his/her
substantive and procedural rights to seek remedies in accordance with applicable laws.
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Clause 12

Liability
(@) Each Party shall be liable to the other Party/ies for any damages it causes the other Party/ies by any
breach of these Clauses.
(b) The data importer shall be liable to the data subject, and the data subject shall be entitled to receive

compensation, for any material or non-material damages the data importer or its sub-processor
causes the data subject by breaching the third-party beneficiary rights under these Clauses.

(©) Notwithstanding paragraph (b), the data exporter shall be liable to the
subject shall be entitled to receive compensation, for any material o
exporter or the data importer (or its sub-processor) causes the d
party beneficiary rights under these Clauses. This is without
exporter and, where the data exporter is a processor actin

ta subject, and the data
aterial damages the data
ject by breaching the third-
to the liability of the data

a controller, to the liability of

(d) The Parties agree that if the data exporter is held [ amages caused by

(e) Where more than one Party is responsible for a d to the data subject as a result of
a breach of these Clauses, all responsible Parties ly and severally liable and the data

) The Parties agree that if one Party & (e), it shall be entitled to claim
back from the other Party/ies that pat i nding to its / their responsibility
for the damage.

(9) The data importer &

(@) i States in which the data subjects whose personal
ation to the offering of goods or services to them, or
d, are located, as indicated in Annex I.C, shall act as competent

(b) tself to the jurisdiction of and cooperate with the competent

y procedures aimed at ensuring compliance with these Clauses. In

2r agrees to respond to enquiries, submit to audits and comply with the

e supervisory authority, including remedial and compensatory measures. It
shall provic visory authority with written confirmation that the necessary actions have

been taken.

SECTION 1l = LOCAL LAWS AND OBLIGATIONS IN CASE OF ACCESS BY PUBLIC AUTHORITIES

Clause 14
Local laws and practices affecting compliance with the Clauses

(a) The Parties warrant that they have no reason to believe that the laws and practices in the third
country of destination applicable to the processing of the personal data by the data importer,
including any requirements to disclose personal data or measures authorising access by public
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authorities, prevent the data importer from fulfilling its obligations under these Clauses. This is based
on the understanding that laws and practices that respect the essence of the fundamental rights and
freedoms and do not exceed what is necessary and proportionate in a democratic society to
safeguard one of the objectives listed in Article 23(1) of Regulation (EU) 2016/679, are not in
contradiction with these Clauses.

(b) The Parties declare that in providing the warranty in paragraph (a), t ave taken due account in

particular of the following elements:

0] the specific circumstances of the transfer, including th the processing chain, the
number of actors involved and the transmission ch nded onward transfers;
the type of recipient; the purpose of processing; i mat of the transferred
personal data; the economic sector in which ; ge location of the
data transferred,

(i)  the laws and practices of the third cou

disclosure of data to public authorities or isi —relevant in
light of the specific circumstances of the tra applicable limitations and
safeguards?;

(i)  any relevant contractual, tec isati uards put in place to supplement the

safeguards under these Clau

(©) The data importer v at, i under paragraph (b), it has made its
best efforts to pre t 3vant information and agrees that it will continue to
cooperate wi ‘ mpliance with these Clauses.

the requirements under paragraph (a), including following a
y or a measure (such as a disclosure request) indicating an

appropriate safeguards for such transfer can be ensured, or if instructed by the competent
supervisory authority to do so. In this case, the data exporter shall be entitled to terminate the
contract, insofar as it concerns the processing of personal data under these Clauses. If the contract
involves more than two Parties, the data exporter may exercise this right to termination only with

3 As regards the impact of such laws and practices on compliance with these Clauses, different elements may be considered as part of
an overall assessment. Such elements may include relevant and documented practical experience with prior instances of requests for
disclosure from public authorities, or the absence of such requests, covering a sufficiently representative time-frame. This refers in
particular to internal records or other documentation, drawn up on a continuous basis in accordance with due diligence and certified at
senior management level, provided that this information can be lawfully shared with third parties. Where this practical experience is
relied upon to conclude that the data importer will not be prevented from complying with these Clauses, it needs to be supported by
other relevant, objective elements, and it is for the Parties to consider carefully whether these elements together carry sufficient weight,
in terms of their reliability and representativeness, to support this conclusion. In particular, the Parties have to take into account whether
their practical experience is corroborated and not contradicted by publicly available or otherwise accessible, reliable information on the
existence or absence of requests within the same sector and/or the application of the law in practice, such as case law and reports by
independent oversight bodies.
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respect to the relevant Party, unless the Parties have agreed otherwise. Where the contract is
terminated pursuant to this Clause, Clause 16(d) and (e) shall apply.

Clause 15
Obligations of the data importer in case of access by public authorities
151 Notification

(@) The data importer agrees to notify the data exporter and, where possible, the data subject promptly
(if necessary with the help of the data exporter) if it:

0] receives a legally binding request from a public authority, incl
the laws of the country of destination for the disclosure of p
to these Clauses; such notification shall include informati
requested, the requesting authority, the legal basis fg

judicial authorities, under

| data transferred pursuant
out the personal data

t and the response provided;

or
(i)  becomes aware of any direct access by publi iti a transferred
pursuant to these Clauses in accordance wi tination; such

notification shall include all information

(b) If the data importer is prohibited from notifying under the
laws of the country of destination, the data import e its best efforts to obtain a waiver

of the prohibition, with a view to communicating as m rmation as possible, as soon as
0 s in order to be able to demonstrate

(©) i ta importer agrees to provide

(d) [ i pn pursuant to paragraphs (a) to (c) for the

(e) - ] ithout prejudice to the obligation of the data importer pursuant to Clause

15.2

@)

o review the legality of the request for disclosure, in particular whether it
granted to the requesting public authority, and to challenge the request if,

and principles ofiinternational comity. The data importer shall, under the same conditions, pursue
possibilities of appeal. When challenging a request, the data importer shall seek interim measures
with a view to suspending the effects of the request until the competent judicial authority has
decided on its merits. It shall not disclose the personal data requested until required to do so under
the applicable procedural rules. These requirements are without prejudice to the obligations of the
data importer under Clause 14(e).

(b) The data importer agrees to document its legal assessment and any challenge to the request for
disclosure and, to the extent permissible under the laws of the country of destination, make the
documentation available to the data exporter. It shall also make it available to the competent
supervisory authority on request.
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(c) The data importer agrees to provide the minimum amount of information permissible when
responding to a request for disclosure, based on a reasonable interpretation of the request.

SECTION IV — FINAL PROVISIONS

Clause 16
Non-compliance with the Clauses and termination

(@) The data importer shall promptly inform the data exporter if it is unable to comply with these
Clauses, for whatever reason.

(b) In the event that the data importer is in breach of these Clauses
Clauses, the data exporter shall suspend the transfer of pers
compliance is again ensured or the contract is terminated

ble to comply with these
to the data importer until
prejudice to Clause 14(f).

(©) The data exporter shall be entitled to terminate the c i i rns the processing of
personal data under these Clauses, where:

@ the data exporter has suspended the tr, ter pursuant to

(i)  the data importer is in substg

(i)  the data importer fails to co - indi i a competent court or supervisory

In these cases, it shall infe ) i such non-compliance. Where the
axercise this right to termination only
arties have agreed otherwise.

(d) Personal da i e termination of the contract pursuant to
er immediately be returned to the data exporter or

: il the data is deleted or returned, the data importer
apliance with these Clauses. In case of local laws applicable to the data
or deletion of the transferred personal data, the data importer

re compliance with these Clauses and will only process the data
tired under that local law.

(e)

5 agreement to be bound by these Clauses where (i) the European

sion pursuant to Article 45(3) of Regulation (EU) 2016/679 that covers the
to which these Clauses apply; or (ii) Regulation (EU) 2016/679 becomes
ork of the country to which the personal data is transferred. This is without

2016/679.
Clause 17
Governing law

These Clauses shall be governed by the law of one of the EU Member States, provided such law allows for
third-party beneficiary rights. The Parties agree that this shall be the law of Ireland.
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@)
(b)
(©)

(d)

Clause 18
Choice of forum and jurisdiction
Any dispute arising from these Clauses shall be resolved by the courts of an EU Member State.
The Parties agree that those shall be the courts of Ireland.

A data subject may also bring legal proceedings against the data exporter and/or data importer
before the courts of the Member State in which he/she has his/her habitual residence.

The Parties agree to submit themselves to the jurisdiction of such courts.
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APPENDIX
EXPLANATORY NOTE:

It must be possible to clearly distinguish the information applicable to each transfer or category of transfers and,
in this regard, to determine the respective role(s) of the Parties as data exporter(s) and/or data importer(s). This
does not necessarily require completing and signing separate appendices for each transfer/category of transfers
and/or contractual relationship, where this transparency can achieved through one appendix. However, where
necessary to ensure sufficient clarity, separate appendices should be used.

ANNEX

A. LIST OF PARTIES
Data exporter(s):
1. Name: British Council

Address: 1 Redman Place, Stratford, London E20 1JQ

Contact person’s name, position and contact details; rotection Officer

(InfoGovernance@britishcouncil.org)

than Gray, Group

Activities relevant to the data transferred under these C
executive non-departmental public body and a public corpo
trust between people in the UK and othe ntries through
language. It works on the ground in more t

Council is a registered charity, an
ilds connections, understanding and
and culture, education and the English

Signature and date: ...........ccoiiiiiiininn,

Role (controller/processor): Co

B. DESCRIPTION OF TRANSFER
Categories of data subjects whose personal data is transferred

As specified in Part A of Schedule 5 to the wider contract into which these Clauses are incorporated
Categories of personal data transferred

As specified in Part A of Schedule 5 to the wider contract into which these Clauses are incorporated

Sensitive data transferred (if applicable) and applied restrictions or safeguards that fully take into consideration
the nature of the data and the risks involved, such as for instance strict purpose limitation, access restrictions
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(including access only for staff having followed specialised training), keeping a record of access to the data,
restrictions for onward transfers or additional security measures.

Nature of the processing

As specified in Part A of Schedule 5 to the wider contract into which these Clauses are incorporated

Purpose(s) of the data transfer and further processing

As specified in Part A of Schedule 5 to the wider contract into which the ses are incorporated

that period
As specified in Part A of Schedule 5 to the wider contract i
For transfers to (sub-) processors, also specify subjec

As specified in Part A of Schedule 5 to the wider contract

C. COMPETENT SUPERVISORY

Identify the competent supervisory authority/ies

Data Protection Commission
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ANNEX 1l - TECHNICAL AND ORGANISATIONAL MEASURES INCLUDING TECHNICAL AND
ORGANISATIONAL MEASURES TO ENSURE THE SECURITY OF THE DATA

EXPLANATORY NOTE:

The technical and organisational measures must be described in specific (and not generic) terms. See also the
general comment on the first page of the Appendix, in particular on the need to clearly indicate which measures
apply to each transfer/set of transfers.

Description of the technical and organisational measures implemented by the data importer(s) (including any
relevant certifications) to ensure an appropriate level of security, taking into account the nature, scope, context
and purpose of the processing, and the risks for the rights and freedoms of nat

If you have enquiries about the British Council possible measure for this ent, then please contact the
British Council’s Information Governance & Risk Management Team rnance@britishcouncil.org) for
further guidance - Delete this paragraph before finalising and si ement

[Examples of possible measures: ‘

Measures of pseudonymisation and encryption of ﬁersonal data

Measures for ensuring ongoing confidentiality, integrity, availability and resilience of processing
systems and services

Measures for ensuring the ability to restore the availability and access to personal data in a timely
manner in the event of a physical or technical incident

A\ 9
Processes for regularly testing, assessing _and evaluating the effectiveness of technical and
organisational measures in order to ensure the security of the processing

Measures for user identification and authorisation

Measures for the protection of data during transmission

) |
Measures for the ﬁrotectlon of data during stora

Measures for ensurin hyS|caI se

cun% of Iocatlons at which personal data are processed
Measures for ensuring events Ioggmg

Measures for ensurlnﬁ system configuration, including default configuration

Measures for internal IT and IT se%rity governance and management
Measures for certification/assurance of processes and products
Measures for ensuring data minimisation

Measures for ensurin(’J data quality

Measures for ensuring limited data retention

Measures for ensuring accountability

Measures for allowing data portability and ensuring erasure]

For transfers to (sub-) processors, also describe the specific technical and organisational measures to be taken
by the (sub-) processor to be able to provide assistance to the controller and, for transfers from a processor to
a sub-processor, to the data exporter
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ANNEX Il = LIST OF SUB-PROCESSORS

The controller has authorised the use of the following sub-processors:

AdAress: ...,

Contact person’s name, position and contact details: .............................

Description of processing (including a clear delimitation of responsibilities j
authorised): ......cooveiiiiiiii

e several sub-processors are
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